RYERERATINIFH T/EA (40 42D (2003)
The Forty Recommendations (2003)

B5t: RIS AT 5 T/E4L (Financial Action Task Forces on Money Laundering)
&R FATF - 1989 4F a7, J&— ML # [ THEAT [ bR S v Bk UM T 2128 . AT 314 [H
SRR X RS 52 R0 A [ B 0 CIRRIM 2 DR RIS A 2 B 4 ) B B o Lo B S il At
RUERBUK o % CAEAA G B HEAT ROUEERBUR, By A AR s gt — 2P0, DASgE A
PEBRIE s 5 AT B o

h T A N Sl R T R bR, PATF 7 1990 4E45E T (40 4caH). %2
VO RV TAEBEE T REAHELY, 2 i Bevh 1. AP AR ml VA B AE AR AT
SRl LR, LAEPRGESE . A TIENHTE S PR TR R, 1996 4 FATF
X% AT T ERIEI . 2003 4F 6 /1, FATF ZEX PR 7 BRI 4R L VR AL JLmt b, X
€40 51V A T RE— BT o« BIRABIT 45 & (FT 8 i il 78 8 Z5Rp ol i), % AT 1) €40
) AT TEORMEAT, @A T —ANEITZ, G AT R SO R R S Rk Rl (1 [ B AE

PR E A A 2003 SEBAT BLE 5 ROEERELIEH R 6 S5

Introduction

Legal Systems

Scope of the crimina offence of money laundering (R.1-2)
Provisional measures and confiscation (R.3)

Measures to Be Taken By Financia Institutions and Non-Financial Businesses and Professions to
Prevent Money Laundering and Terrorist Financing

Customer due diligence] 1]and record-keeping (R.4)
Reporting of suspi cious transactions and compliance[2](R.5-12)
Other measures to deter money laundering and terrorist financing (R.13-16)

Measures to be taken with respect to countries that do not or insufficiently comply with the FATF
Recommendations (R.17-20)

Regulation and supervision (R.23-25)



Institutional and Other Measures Necessary in Systems for Combating Money Laundering and
Terrorist Financing

Competent authorities, their powers and resources (R.26-32)
Transparency of legal persons and arrangements[ 3] (R.33-34)
Internationd Co-operation (R.35)

Mutual legd assistance and extradition[4] (R.36-39)

Other forms of co-operation (R.40)

Introduction

Money laundering methods and techniques change in response to devel oping counter-measures. In
recent years, the Financia Action Task Force (FATF) has noted increasingly sophisticated
combinations of techniques, such as the increased use of legal persons to disguise the true
ownership and control of illegal proceeds, and an increased use of professionals to provide advice
and assistance in laundering criminal funds. These factors, combined with the experience gained
through the FATF’s Non-Cooperative Countries and Territories process, and a number of national
and international initiatives, led the FATF to review and revise the Forty Recommendations into a
new comprehensive framework for combating money laundering and terrorist financing. The
FATF now calls upon all countries to take the necessary steps to bring their national systems for
combating money laundering and terrorist financing into compliance with the new FATF
Recommendations, and to effectively implement these measures.

The review process for revising the Forty Recommendations was an extensive one, open to FATF
members, non-members, observers, financia and other affected sectors and interested partieg[5].
This consultation process provided a wide range of input, al of which was considered in the
review process.

The revised Forty Recommendations now apply not only to money laundering but also to terrorist
financing, and when combined with the Eight Special Recommendations on Terrorist Financing[ 6]
provide an enhanced, comprehensive and consistent framework of measures for combati ng money
laundering and terrorist financing. The FATF recognizes that countries have diverse[7] legal and
financia systems and so al cannot take identical measures to achieve the common objective,



especially over matters of detail. The Recommendations therefore set minimum standards for
action[8] for countries to implement the detail according to their particular circumstances and
constitutional frameworkq 9]. The Recommendations cover all the measures that national systems
should have in place within their criminal justice and regulatory systems[10]; the preventive
measures to be taken by financial institutions and certain other businesses and professions; and
international co-operation.

The original FATF Forty Recommendations were drawn up in 1990 as an initiative to combat the
misuse of financia systems by persons laundering drug money. In 1996 the Recommendations
were revised for the first time to reflect evolving money laundering typologies[11]. The 1996
Forty Recommendati ons have been endorsed by more than 130 countries and are the international
anti-money laundering standard.

In October 2001 the FATF expanded its mandate to deal with the issue of the financing of
terrorism, and took the important step of creating the Eight Special Recommendations on Terrorist
Financing. These Recommendations contain a set of measures aimed at combating the funding of
terrorist acts and terrorist organizations, and are complementary[12] to the Forty
Recommendations.

A key element in the fight against money laundering and the financing of terrorism is the need for
countries systems to be monitored and eval uated, with respect to these international standards. The
mutual evaluations conducted by the FATF and FATF-style regiona bodies, as well as the
assessments conducted by the IMF and World Bank, are a vital mechanism for ensuring that the
FATF Recommendations are effectivel y implemented by all countries.

LEGAL SYSTEMS

Scope of the criminal offence of money laundering[13]

Recommendation 1

Countries should criminalize money laundering on the basis of United Nations Convention against
[llicit Traffic in Narcotic Drugs and Psychotropic Substanceg14], 1988 (the Vienna
Convention[15]) and United Nations Convention against Transnational Organized Crime, 2000

(the Palermo Convention)[16].

Countries should apply the crime of money laundering to al serious offences, with a view to



including the widest range of predicate offences. Predicate offences may be described by reference
to al offences, or to athreshold linked either to a category of serious offences or to the penalty of
imprisonment applicable to the predicate offence (threshold approach), or to a list of predicate
offences, or acombinati on of these approaches.

Where countries apply a threshold approach, predicate offences should a a minimum comprise all
offences that fall within the category of serious offences under their national law or should include
offences which are punishable by a maximum penaty of more than one year’s imprisonment or
for those countries that have a minimum threshold for offences in their legal system, predicate
offences should comprise al offences, which are punished by a minimum penalty of more than six
months imprisonment.

Whichever gpproach is adopted, each country should at a minimum include a range of offences
within each of the designated categories of offences[17].

Predi cate offences for money laundering should extend to conduct that occurred in another country;,
which constitutes an offence in that country, and which would have constituted a predicate offence
had it occurred domestically. Countries may provide that the only prerequisite is that the conduct
would have constituted a predicate offence had it occurred domestically.

Countries may provide that the offence of money laundering does not apply to persons who
committed the predicate offence, where this is required by fundamental principles of their
domestic law.

Recommendation 2

Countries should ensure that:

a) The intent and knowledge[18] required to prove the offence of money laundering is
consistent with the standards set forth in the Vienna and Palermo Conventions, including the
concept that such mental state may be inferred from objective factual circumstances.

b) Crimina liability, and, where that is not possible, civil or administrative liability, should
apply to lega persons. This should not preclude[19] parallel criminal, civil or administrative
proceedings with respect to lega persons in countries in which such forms of liability are
avalable. Legal persons should be subject to effective, proportionate[20] and dissuasive[21]
sanctions. Such measures should be without prejudice to the criminal liability of individuals.



Provisional measures and confiscation

Recommendation 3

Countries should adopt measures similar to those set forth in the Vienna and Palermo Conventions,
including legidlative measures, to enable their competent authorities to confiscate property
laundered, proceeds from money laundering or predicate offences, instrumentalities used in or
intended for use in the commission of these offences, or property of corresponding value, without
prejudicing the rights of bona fide third parties.

Such measures should include the authority to: (a) identify, trace and evaluate property which is
subject to confiscation; (b) carry out provisiona measures, such as freezing and seizing, to
prevent any dealing, transfer or disposal of such property; (c) take steps that will prevent or void
actions that prejudice the State’s ability to recover property that is subject to confiscation; and (d)
take any appropriate investigative measures.

Countries may consider adopting measures that allow such proceeds or instrumentalities to be
confiscated without requiring a criminal conviction, or which require an offender to demonstrate

the lawful origin of the property aleged to be liable to confiscation, to the extent that such a
requirement is congistent with the principles of their domestic law.

MEASURES TO BE TAKEN BY FINANCIAL INSTITUTIONS AND NON-FINANCIAL
BUSINESSES AND PROFESSIONS TO PREVENT MONEY LAUNDERING AND
TERRORIST FINANCING

Recommendation 4

Countries should ensure that financial institution secrecy lawg22] do not inhibit[23]
implementation of the FAT F Recommendati ons.

Customer duediligence and recor d-keeping

Recommendation 5



Financial ingtitutions should not keep anonymous accounts or accounts in obviously fictitious
names.

Financial ingtitutiong[24] should undertake customer due diligence measures, including
identifying and verifying theidentity of their customers, when:

@ establishing business relations;

@ carrying out occasional transactions: (i) above the applicable designated threshol d[25]; or
(ii) that are wire transfers in the circumstances covered by the Interpretative Note[26] to Specia
Recommendation V1I;

@ thereisasuspicion of money laundering or terrorist financing; or

@ the financial institution has doubts about the veracity[27] or adequacy of previoudy
obtained customer identification data.

The customer due diligence (CDD) measures to be taken are as follows:

a) ldentifying the customer and verifying that customer’s identity using reliable, independent
source documents, data or information.

b) Identifying the beneficial owner, and taking reasonable measures to verify the identity of
the beneficial owner such that the financia institution is satisfied that it knows who the beneficial
owner is. For lega persons and arrangements this should include financial ingtitutions taking
reasonable measures to understand the ownership and control structure of the customer.

¢) Obtaining information on the purpose and intended nature of the business rel ationship.

d) Conducting ongoing due diligence on the business rel ationship and scrutiny of transactions
undertaken throughout the course of that relationship to ensure that the transactions being
conducted are consistent with the ingtitution’s knowledge of the customer, their business and risk
profile[ 28], including, where necessary, the source of funds.

Financial institutions should apply each of the CDD measures under (@) to (d) above, but may
determine the extent of such measures on arisk sensitive basis depending on the type of customer,
business relationship or transaction. The measures that are taken should be consistent with any
guidelines[29] issued by competent authorities. For higher risk categories, financial ingtitutions
should perform enhanced due diligence. In certain circumstances, where there are low risks,
countries may decide that financial institutions can apply reduced or simplified measures.



Financial institutions should verify the identity of the customer and beneficial owner before or
during the course of establishing a business relationship or conducting transactions for occasional
customerg 30]. Countries may permit financia institutions to complete the verification as soon as
reasonably practicable following the establishment of the reationship, where the money
laundering risks are effectively managed and where this is essential not to interrupt the normal
conduct of business.

Where the financia ingtitution is unable to comply with paragraphs (@) to (c) above, it should not
open the account, commence business relations or perform the transaction; or should terminate the
busi ness relationship; and should consider making a suspicious transactions report in relation to
the customer.

These requirements should apply to al new customers, though financia ingtitutions should aso
apply this Recommendation to existing customers on the basis of materiality [31]and risk, and
should conduct due diligence on such existing relati onships at appropriate times.

(See Interpretative Notes: Recommendation 5 and Recommendations 5, 12 and 16)

Recommendation 6

Financial ingtitutions should, in rdation to politicaly exposed persong32], in addition to

performing normal due diligence measures:

a) Have appropriate risk management systems to determine whether the customer is a
politically exposed person.

b) Obtain senior management approva for establishing business relationships with such
customers.

c) Take reasonable measures to establish the source of wealth and source of funds.

Conduct enhanced ongoing monitoring of the business rel ati onship.

Recommendation 7

Financial institutions should, in relation to cross-border correspondent banking[33] and other
similar relationships, in addition to performing normal due diligence measures:



a) Gather sufficient information about a respondent institution[34] to understand fully the
nature of the respondent’s business and to determine from publicly available information the
reputation of the institution and the quality of supervision, including whether it has been subject to
amoney laundering or terrorist financing investigation or regulatory action.

b) Assess the respondent i nstitution’s anti-money laundering and terrorist financing contrals.

c) Obtain approva from senior management before establishing new correspondent
relati onships.

d) Document the respective responsibilities of each institution[35].

€) With respect to “payable-through accounts[36]”, be satisfied that the respondent bank has
verified the identity of and performed on-going due diligence on the customers having direct
access to accounts of the correspondent and that it is able to provide relevant customer
identificati on data upon request to the correspondent bank.

Recommendation 8

Financial institutions should pay specia attention to any money laundering threats that may arise
from new or developing technologies that might favour anonymity[37], and take measures, if
needed, to prevent their use in money laundering schemes. In particular, financial ingtitutions
should have policies and procedures in place to address any specific risks associated with non-face
to face business relationships or transactions.

Recommendation 9

Countries may permit financia institutions to rely on intermediaries or other third parties to
perform elements (a) (c) of the CDD process or to introduce business, provided that the criteria set
out below are met. Where such reliance is permitted, the ultimate responsibility for customer
identificati on and verification remains with the financial institution relying on the third party.

The criteriathat should be met are as follows:

a) A financia ingtitution relying upon athird party should immediatdy obtain the necessary
information concerning elements (a) (c) of the CDD process. Financial institutions should take
adequate steps to satisfy themselves that copies of identification data and other relevant
documentation relating to the CDD requirements will be made available from the third party upon



request without delay.

b) The financia ingtitution should satisfy itself that the third party is regulated and
supervised for, and has measures in place to comply with CDD requirements in line with
Recommendations 5 and 10.

It is left to each country to determine in which countries the third party that meets the
conditions can be based, having regard to information available on countries that do not or do not
adequately apply the FATF Recommendations.[ 38]

Recommendation 10

Financial institutions should maintain, for at least five years, al necessary records on transactions,
both domestic or international, to enable them to comply swiftly with information requests from
the competent authorities. Such records must be sufficient to permit reconstruction of individual
transactions (including the amounts and types of currency involved if any) so as to provide, if
necessary, evidence for prosecution of criminal activity.

Financial institutions should keep records on the identification data obtained through the customer
due diligence process (e.g. copies or records of official identification documents like passports,
identity cards, driving licenses or similar documents), account files and business
correspondence[39] for at least five years after the business relationship is ended.

The identification data and transaction records should be available to domestic competent
authorities upon appropriate authority.

Recommendation 11

Financial ingtitutions should pay specia attention to all complex, unusual large transactiong40],
and all unusua patterns of transactions, which have no apparent economic or visible lawful
purpose. The background and purpose of such transactions should, as far as possible, be
examined, the findings established in writing, and be available to help competent authorities and
auditors.

Recommendation 12

The customer due diligence and record-keeping requirements set out in Recommendations 5, 6,



and 8 to 11 apply to designated non-financial businesses and professiong[41] in the following
situations:

a) Casinos when customers engage in financial transactions equal to or above the applicable
designated threshold.

b) Redl estate agents - when they are involved in transactions for their client concerning the
buying and selling of real estate.

c) Dedersin precious metals and dealers in precious stones - when they engage in any cash
transaction with a customer equal to or above the appli cable designated threshol d.

d) Lawyers, notaries, other independent legal professionals and accountants when they
prepare for or carry out transactions for their client concerning the following activities:

* buying and selling of real estate;

* managing of client money, securities or other assets;

» management of bank, savings or securities accounts,

organisation of contributions for the creation, operation or management of companies,

« cregtion, operation or management of legal persons or arrangements, and buying and
selling of business entities.

€) Trust and company service providers[42] when they prepare for or carry out transactions
for a client concerning the activities listed in the definition in the Glossary.

Reporting of suspicioustransactions and compliance

Recommendation 13

If afinancial ingtitution suspects or has reasonable grounds to suspect that funds are the proceeds
of acriminal activity, or are related to terrorist financing, it should be required, directly by law or
regulation, to report promptly its suspi cions to the financid intelligence unit (FIU).[43]

Recommendation 14
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Financial ingtitutions, their directors, officers and employees should be:

a) Protected by legal provisions from crimina and civil liability for breach of any restriction
on disclosure of information imposed by contract or by any legidative, regulatory or
administrative provision, if they report their suspicions in good faith to the FIU, even if they did
not know precisely what the underlying criminal activity was, and regardless of whether illega
activity actually occurred.

b) Prohibited by law from disclosing the fact that a suspicious transaction report (STR) or
related information is bel ng reported to the FIU.

Recommendation 15

Financial institutions should develop programmes against money laundering and terrorist
financing. These programmes should include:

a) The development of internal policies, procedures and controls, including appropriate
compliance management arrangements, and adequate screening procedures to ensure high
standards when hiring employees.

b) An ongoing employee trai ning programme.

¢) An audit function to test the system.[44]

Recommendation 16

The requirements set out in Recommendations 13 to 15, and 21 apply to al designated
non-financial businesses and professions, subject to the following qualifications:

a) Lawyers, notaries, other independent legal professionals and accountants should be
required to report suspicious transactions when, on behalf of or for a client, they engage in a
financia transaction in relaion to the activities described in Recommendation 12(d). Countries are
strongly encouraged to extend the reporting requirement to the rest of the professional activities of
accountants, including auditing.

b) Dealers in precious metals and dedlers in precious stones should be required to report

suspicious transactions when they engage in any cash transaction with a customer equa to or
above the applicable designated threshol d.
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) Trust and company service providers should be required to report suspicious transactions
for a cient when, on behalf of or for a client, they engage in a transaction in relation to the
activities referred to Recommendation 12(e).

Lawyers, notaries, other independent legal professionals, and accountants acting as
independent legal professionals, are not required to report their suspicions if the relevant
information was obtained in circumstances where they are subject to professiona secrecy or legal
professiona privilege.[45]

Other measuresto deter money laundering and terrorist financing

Recommendation 17

Countries should ensure that effective, proportionate and dissuasive sanctions, whether criminal,
civil or administrative, are avalable to deal with natural or legal persons covered by these
Recommendations tha fail to comply with anti-money laundering or terrorist financing
requirements.

Recommendation 18

Countries should not approve the establishment or accept the continued operation of shell
bankg[46]. Financial institutions should refuse to enter into, or continue, a correspondent banking
relationship with shell banks. Financial institutions should also guard against establishing relations
with respondent foreign financial institutions that permit their accounts to be used by shell banks.

Recommendation 19

Countries should consider: [47]

a) Implementing feasible measures to detect or monitor the physical cross-border
transportation of currency and bearer negotiable instruments, subject to strict safeguards to ensure
proper use of information and without impeding in any way the freedom of capital movements.

b) The feasibility and utility of a system where banks and other financial institutions and
intermediaries would report al domestic and international currency transactions above a fixed
amount, to a national central agency with a computerized data base[48], available to competent
authorities for use in money laundering or terrorist financing cases, subject to strict safeguards to
ensure proper use of the information.
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Recommendation 20

Countries should consider applying the FATF Recommendations to businesses and professions,
other than designated non-financial businesses and professions, that pose a money laundering or
terrorist financing risk.

Countries should further encourage the development of modern and secure techniques of money
management that are less vul nerable to money laundering.

M easures to be taken with respect to countriesthat do not or insufficiently comply with the
FATF Recommendations

Recommendation 21

Financial institutions should give specia attention to business relationships and transactions with
persons, including companies and financial institutions, from countries which do not or
insufficiently apply the FATF Recommendations. Whenever these transactions have no apparent
economic or visible lawful purpose, their background and purpose should, as far as possible, be
examined, the findings established in writing, and be available to help competent authorities.
Where such a country continues not to apply or insufficiently applies the FAT F Recommendati ons,
countries should be able to apply appropriate countermeasures[49].

Recommendation 22

Financial institutions should ensure that the principles applicable to financial institutions, which
are mentioned above are al so applied to branches and majority owned subsidiaries | ocated abroad,
especially in countries which do not or insufficiently apply the FATF Recommendations, to the
extent that local applicable laws and regulations permit. When local applicable laws and
regulations prohibit this implementation, competent authorities in the country of the parent
ingtitution should be informed by the financial institutions that they cannot apply the FATF
Recommendations.

Regulation and supervision

Recommendation 23[50]
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Countries should ensure that financial ingtitutions are subject to adequate regulation and
supervision and are effectively implementing the FATF Recommendations. Competent authorities
should take the necessary legal or regulatory measures to prevent criminals or their associates
from holding or being the beneficia owner of a significant or controlling interest or holding a
management function in afinancia institution.[51]

For financia institutions subject to the Core Principles[52], the regulatory and supervisory
measures that apply for prudential[53] purposes and which are also relevant to money laundering,
should apply in asimilar manner for anti-money laundering and terrorist financing purposes.

Other financia institutions should be licensed or registered and appropriately regulated, and
subject to supervision or oversight for anti-money laundering purposes, having regard to the risk
of money laundering or terrorist financing in that sector. At a minimum, businesses providing a
service of money or value transfer, or of money or currency changing should be licensed or
registered, and subject to effective systems for monitoring and ensuring compliance with national
requirements to combat money laundering and terrorist financing.

Recommendation 24

Designated non-financial businesses and professions should be subject to regulatory and
Supervisory measures as set out bel ow.

a) Casinos should be subject to a comprehensive regulatory and supervisory regime that
ensures that they have effectively implemented the necessary anti-money laundering and
terrorist-financing measures. At a minimum:

+ casinos should be licensed;

» competent authorities should take the necessary legal or regulatory measures to prevent
criminas or their associates from holding or being the beneficial owner of a significant or
controlling interest, holding a management function in, or being an operator of acasino

« competent authorities should ensure that casinos are effectively supervised for
compliance with reguirements to combat money laundering and terrorist financing.

b) Countries should ensure that the other categories of designated non-financial businesses
and professions are subject to effective systems for monitoring and ensuring their compliance with
requirements to combat money laundering and terrorist financing. This should be performed on a
risk-sensitive basis. This may be performed by a government authority or by an appropriate
self-regulatory organisation, provided that such an organisation can ensure that its members
comply with their obligationsto combat money laundering and terrorist financing.

Recommendation 25
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The competent authorities should establish guidelines, and provide feedback which will assist
financia institutions and designated non-financial businesses and professions in applying national
measures to combat money laundering and terrorist financing, and in particular, in detecting and
reporting suspi cious transactions.

INSTITUTIONAL AND OTHER MEASURES NECESSARY IN SYSTEMS FOR
COMBATING MONEY LAUNDERING AND TERRORIST FINANCING

Competent authorities, their powers and resources

Recommendation 26[54]

Countries should establish a FIU that serves as a national centre for the receiving (and, as
permitted, requesting), anaysis and dissemination of STR and other information regarding
potential money laundering or terrorist financing. The FIU should have access, directly or
indirectly, on atimely basis to the financid, administrative and law enforcement information that
it requiresto properly undertake its functions, including the analysis of STR.

Recommendation 27[55]

Countries should ensure that designated law enforcement authorities have responsibility for
money laundering and terrorist financing investigations. Countries are encouraged to support and
develop, as far as possible, special investigative techniques suitable for the investigation of money
laundering, such as controlled delivery, undercover operations and other relevant techniques.
Countries are aso encouraged to use other effective mechanisms such as the use of permanent or
temporary groups specialised in asset investigation, and co-operative investigations with
appropriate competent authoritiesin other countries.

Recommendation 28

When conducting investigations of money laundering and underlying predicate offences,
competent authorities should be able to obtain documents and information for use in those
investigations, and in prosecutions and related actions. This should include powers to use
compulsory measures for the production of records held by financial institutions and other persons,
for the search of persons and premises, and for the sei zure and obtai ning of evidence.
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Recommendation 29

Supervisors should have adequate powers to monitor and ensure compliance by financia
ingtitutions with reguirements to combat money laundering and terrorist financing, including the
authority to conduct inspections. They should be authorised to compel[56] production of any
information from financia ingtitutions that is relevant to monitoring such compliance, and to
impose adequate admi nistrative sanctions for failure to comply with such requirements.

Recommendation 30

Countries should provide their competent authorities involved in combating money laundering and
terrorist financing with adequate financial, human and technical resources. Countries should
have in place processes to ensure that the staff of those authorities are of high integrity.

Recommendation 31

Countries should ensure that policy makers, the FIU, law enforcement and supervisors have
effective mechanisms in place which enable them to co-operate, and where appropriate
co-ordinate domestically with each other concerning the development and implementation of
policies and activities to combat money laundering and terrorist financing.

Recommendation 32

Countries should ensure that their competent authorities can review the effectiveness of their
systems to comba money laundering and terrorist financing systems by maintaining
comprehensive statistics on matters relevant to the effectiveness and efficiency of such
systemg[57]. This should include statistics on the STR received and disseminaed; on money
laundering and terrorist financing investigations, prosecuti ons and convictions; on property frozen,
seized and confiscated; and on mutual legal assistance or other internationa requests for
co-operation.

Transparency of legal personsand arrangements

Recommendation 33
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Countries should take measures to prevent the unlawful use of legal persons by money launderers.
Countries should ensure that there is adequate, accurate and timely information on the beneficia
ownership and control of lega persons that can be obtained or accessed in a timely fashion by
competent authorities. In particular, countries that have legal persons that are able to issue bearer
shareg[58] should take appropriate measures to ensure that they are not misused for money
laundering and be able to demonstrate the adequacy of those measures. Countries could consider
measures to facilitate]59] access to beneficia ownership and control information to financial
insti tutions undertaking the requirements set out in Recommendation 5.

Recommendation 34

Countries should take measures to prevent the unlawful use of lega arrangements by money
launderers. In particular, countries should ensure that there is adequate, accurate and timely
information on express trusts[60], including information on the settlor, trustee and
beneficiarieg[61], that can be obtained or accessed in a timely fashion by competent authorities.
Countries could consider measures to facilitate access to beneficial ownership and control
information to financia institutions undertaking the requirements set out in Recommendation 5.

INTERNATIONAL CO-OPERATION[62]

Recommendation 35

Countries should take immediate steps to become party to and implement fully the Vienna
Convention, the Palermo Convention, and the 1999 United Nations International Convention for
the Suppression of the Financing of Terrorism. Countries are aso encouraged to ratify and
implement other relevant internationad conventions, such as the 1990 Council of Europe
Convention on Laundering, Search, Seizure and Confiscation of the Proceeds from Crime[63] and
the 2002 I nter-American Convention against Terrorism.[64]

Mutual legal assistance and extradition[65]

Recommendation 36

Countries should rapidly, constructively and effectively provide the widest possible range of
mutual legal assistance in relation to money laundering and terrorist financing investigations,
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prosecutions, and related proceedings. In particular, countries should:

a) Not prohibit or place unreasonable or unduly restrictive conditions on the provision of
mutual legal assistance.

b) Ensure that they have clear and efficient processes for the execution of mutual legal
assistance requests.

c) Not refuse to execute a request for mutual legal assistance on the sole ground that the
offence is a'so considered to involve fiscal matters.

d) Not refuse to execute a request for mutual legal assistance on the grounds that laws
require financia ingtitutions to maintain secrecy or confidentiality.

Countries should ensure that the powers of their competent authorities required under
Recommendation 28 are also available for use in response to requests for mutual legal assistance,
and if consistent with their domestic framework, in response to direct requests from foreign
judicia or law enforcement authorities to domesti ¢ counterparts.

To avoid conflicts of jurisdiction, consideration should be given to devising and applying
mechanisms for determining the best venue[66] for prosecution of defendants in the interests of
justice in cases that are subject to prosecution in more than one country.

Recommendation 37

Countries should, to the greatest extent possible, render mutual legal assistance notwithstanding
the absence of dua criminality.

Where dual criminality is required for mutual legal assistance or extradition, that requirement
should be deeme to be satisfied regardless of whether both countries place the offence within the
same category of offence or denominate the offence by the same terminology[67], provided that
both countries criminaise the conduct underlying the offence.

Recommendation 38
There should be authority to take expeditioug68] action in response to requests by foreign

countries to identify, freeze, seize and confiscate property laundered, proceeds from money
laundering or predicate offences, instrumentalities used in or intended for use in the commission
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of these offences, or property of corresponding value. There should aso be arrangements for
co-ordinating seizure and confiscation proceedings, which may include the sharing of confiscated
assets. [69]

Recommendation 39

Countries should recognize money laundering as an extraditable[70] offence. Each country should
either extradite its own nationals, or where a country does not do so solely on the grounds of
nationality, that country should, at the request of the country seeking extradition, submit the case
without undue delay to its competent authorities for the purpose of prosecution of the offences set
forth in the request. Those authorities should take their decision and conduct their proceedings in
the same manner as in the case of any other offence of a serious nature under the domestic law of
that country. The countries concerned should cooperate with each other, in particula on
procedural and evidentiary aspects, to ensure the efficiency of such prosecutions.

Subject to their legal frameworks, countries may consider simplifying extradition by alowing
direct transmission of extradition requests between appropriate ministries, extraditing persons
based only on warrants of arrests or judgments, and/or introducing a simplified extradition of
consenting persons who waive formal extradition proceedings.

Other forms of co-operation

Recommendation 40

Countries should ensure that their competent authorities provide the widest possible range of
international co-operation to their foreign counterparts. There should be clear and effective
gateways to facilitate the prompt and constructive exchange directly between counterparts, either
spontaneously or upon request, of information relating to both money laundering and the
underlying predicate offences. Exchanges should be permitted without unduly restrictive
conditions.[71] In particular:

a) Competent authorities should not refuse a request for assistance on the sole ground that the
request is also considered to involve fisca matters.

b) Countries should not invoke laws that require financial institutions to maintain secrecy or
confidentiality as a ground for refusing to provide co-operation.

c) Competent authorities should be able to conduct inquiries; and where possible,
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investigations; on behalf of foreign counterparts.

Where the ability to obtain information sought by a foreign competent authority is not within the
mandate of its counterpart, countries are also encouraged to permit a prompt and constructive
exchange of information with non-counterparts.[72] Co-operation with foreign authorities other
than counterparts could occur directly or indirectly. When uncertain about the appropriate avenue
to follow, competent authorities should first contact their foreign counterparts for assistance.[73]

Countries should establish controls and safeguards to ensure that information exchanged by

competent authorities is used only in an authorized manner, consistent with their obligations
concerning privacy and data protection.

[1] Customer due diligence: % " LB H 7, fRiFk CDD. X [ YE S 3l (il — > o ek Sl
CER R R AT A, AR SRS R BRI NGRS

[2] Reporting of suspicious transactions and compliance: X} 1 5647 5 FI4 78 A MRS, X2
SRUEBIG AN — AN EE I, Wk AU R, AT ORI SRR B, X ER AT I <
RV LA) S T8 53X N RIE

[3] Transparency of lega persons and arrangements: v A FVEA B IRIE I B o v A ik A 1]
ey By Btk a s oy BOBATAT IR RERS Ly SRl UL 2 37— iR AP 2 7 ok R i
AW =R L A UL TS FEA AR R E R PR o 3X 3 SR PR UEAE R UL TR 2)
W BRI RES AN IR AT SRVE N USRS E N BB AL L 2 ai N Te ) HE
RSN

[4] Mutual legd assistance and extradition: w72 FLB RIS . BEAG DEERTG 236 P K, Rt
BRI N IR GUR) T Jie 5 22 4% Bl EAT A QT TR IR A, ) v T B R 5 [ A 3K 7 T 451

[5] interested parties Al 25 314

[6] Eight Special Recommendations on Terrorist Financing: (7 i 24 fl % 8 44 L),
KA B WA AR R T

[7] diverse[daibvE:s] AN, &Rl FE
[8] minimum standards for action:{T 5 (1) i AR ARHE
[9] circumstances and constitutional frameworks: 2, S 175 1 A P44k &

[10] criminal justice and regulatory systems: ffil = ] 32 Fl I 45 14 &R
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[11] typologies[taiSpCIEAVist] A, 7EiX ] LI A veaki ) FB, 7 EEH

[12] complementary[ KRmplESmentErl] %k 78 1)

R

[13] Scope of the criminal offence of money laundering: ¥4k JU 5 1 G H

[14] United Nations Convention against Illicit Traffic in Narcotic Drugs and Psychotropic
Substances: 7 [ (4% 1L ARE A JBRIFE it NURS A 250 2 200 FH 5GP 28 ILAR S (0 3 A 3

[15] The Vienna Convention: & Fx (4N ALY, AHICP 2 WA 15 1) HoAl 2715

[16] United Nations Convention against Transnational Organized Crime, 2000 (the Paermo
Convention): I & [ (5 HATHZULIE A L)) WfaiFx (CEBEAZ), AAENE WA
EES

[17] designated categories of offences: i /& (UALAER AL, FATF7E (40 ZR8H) hiRth “45E
ARER 7 HE LAR 20 28904 D)2 iy A PSR BIFIHEAT icVE G 81, 2) 20 3= SOE 3l Em 2
Mk Bt Wz N 0 KMl 4)FIH . AUl N BEAT (U5 15 8, G 56 A H L3R T (1575 30, 5)
ARIEIR 3 A AR I 25 it 6) ARTR IS 42 G T) ARTR IS 1 0 I A S LA b, 8) s AT
W Q) VEM; 10)Phic B% T 11) Phats AARTAS I by, L2)M 525 HIIALAE; 13)/ N T4, 14)
grae., JRILIRAEREEE AT 15)e Bk 1597, 16)E M, 17)#h%R; 18)Phit U1, 19) K5 hR; 20) M
HAL G IR AT

[18] intent and knowledge: # & A1 B 411

[19] preclude]priSklu:d] HEER

[20] proportionate] prESpC: FENit] FHFK 1

[21] dissuasive[diSsweisiv]  #h )

[22] financial institution secrecy laws: 4 FEHLAA CREVE. — O UL, < RIHUR A0 2% ) (5 Lk
ITIREE ) L5 A (40 4 i) BER A [E W i O i R LAS) DR B R D EANIAG S B 50 F0) it
[23] Inhibit[inshibit]: B 1l

[24] financid institutions: RN . EAEI Y, SRIFUGZRIE % SR % NG LUT
T e 2 B 5 BAT ] N EAMA (D) 352 28 ARAT K S IR SAN B (Xt 45 FA S BR AT
Ab)s (T ZAHE I 2 S ST, IR DTG A B R A BTG 18 A S SR U
51 Sy Rt (BB AR 2 EE)) s () RlBe AL B (AN ELFEH 2l it AR 58 A S5 RS0 (4) B MEAMEL e 7%

(WEIE I el LA thd T Ao LA ) <8R 5 A g AR S ). AEAE DU SRl
St Bt G HAL I A5 Rl SR AR R AR T A S 8SEAK) s (B) RAT AV BESZ A T Br (b &
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HMMEIC R SRR SC5E, IBBGLEE, AT, BBt m): (B)RBHIRMNZEAE: (MAFET
IR Sya i i THGCE 15, AR EafT A M) bANL el « Rl
SeflE AT ETES: e R IITEAC Y (8)2 LEZF RAT B B AT S H I IR G (9)
AN EERARI P A5 4 B (L0)ARRA N AT IR S B S IE IR IR s (LA A A HETE
P EREE BEr BRET T s (12) AN A3 ORI (1 2 A 43 f LA K 55 PR B 7 DR P At 0 (BB A T Ok
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[25] designated threshold: & 4. 5 (40 4R il) b, SRl S P e SaRTE: L
BRI (BT XS 58 5 40 DU e IAE M2 ) L5 53600, 2. s A0 dm M % g (B 1%
95 13 %) 3000 K T: 3. ST IE AN T ATAL by i HEAT AT A IR AT S (BT 0 12 42 16 S5
W): 1.5 J13Tt. I RE SR R S R B AR E SR R AL S, EREELIR
[26] Interpretative Note: B¢

[27] veracity[VESrAsiti] ELSME, #ERfTE

[28] profile [5prEufail] i

[29] guidelines"aldiaing] 35577 %

[30] occasional customers: JFE 45 %

[31] materialitymE7tEri5Aliti] L3210

[32] politically exposed persons: Byt AR AW FIGIBLEAT S [ JEAT H 2 ASLIRR M A 5L,
KB B SR BOE . PHRMBUN . RNEBCE ST O A A 3 B
B [ABOG A~ AR NP S BE B 51 B OR Z % VI8 R AR L S &R P AR B RS, 5 R B0A 2 Ak
AW E S RAFIDIER T A IR S e SCANIER 6 H 2 BOUIR 2 IR IR 5L

[33] cross-border correspondent banking: i 7MY BAR AT MK 45

[34] respondent institution:[=] 2 HL14)

[35] document the respective responsibilities of each institution: Fil SO W i &ML B
A DA

[36] payable-through accounts: P K 7 324 o R AT EAZ AR =05 H LLA 4728 5 AR LR
1k

[37] anonymity[ 7ANESnimiti] [ 44

[38] AR UANIE ] T AMBR IR R R ko6 &R, AN IE F T Rl LR 2 1804 2% 7 HEAT 1Y
PRI IR 3R P ORAE AR AT 5.
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[39] correspondence] 7kCrisSpCndEns] 1

[40] transactions[trAnSzAKFENS] £ 55 10 4 F15E 11 4 U AEE H ORIk, “transactions”
U] AR ORRS ™ AR B LR ORI <5 S A A A o

[41] designated non-financial businesses and professions: 5 i& () IE G @A\ AT ERNY . 7E
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[42] trust and company service providers:{r LA A w) Rk 55 $E 4t
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B DFE. OIERIBZ G AN AT BEAS 5 JCR AT 55 i R/ RN AR 5. 2. 1
PATASHE B, JC 18 AT BEAT Sy 151090 I BB S5 ) A, <R LA 0 2 i . O BELLE g RpL
PR T AT BEAT B, AR AT I &3 FRARAT S0 S BB S5 1), 45 [ NS I A SR

[44) Dy PhATBE— 4% USRI E T SREDCF) i e P SR PR 1 8 2 175 A A P W B A R i i XL
KA RAE 5 (ARG N o SRR SEAT (A B BRI, AR AR A PR AR — A S

pr
[ERUARS

[45] KFA G2 HikE AR B B AR AT O, B AT e 308 H ARG AT
NUEN B2 Y A 2 AEEAT LR 35 Sl I — A a2 AN 8 7 18 BRI s £ 6L (D)
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A

[46] shell banks: S 5E AT« RIRAER AlVAR KAL, (HAEZ R A B SEBRvE AL 52
S R LR BB RARAT

[47] 24 T A BUAT R 425 B <5 50, [R] Ik SCAN R i B8 < 1) B e 8l 18 63 W] 2% F& X i A7 ik
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[48] computerized data base: ik 5 12

[49] countermeasure [SkauntE7TmeVE] X} 5, Hil#E it

[50] % 45U BRI T RATF iy B2 5% [0 <G R LAS) v FR) 428 IR T AR AT 1 o AT S B, O
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[51] holding or being the beneficid owner of a significant or controlling interest or holding a
management function in afinancia institution:Fa £ NI A 520 1 B I B s I 4y, B2
JS AT S B B OB JReAR AL 2 N> BRAE Rt LA mh FEAE A B 5%
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[53] prudential[pru(:)5denFEI] & EIT
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[56] compel[KEmSpel] ##id, aff

[57] F5¢ EAEBRERARE, 2)meBUAH e #0 FIU B TAEANAT S 2 H1-, HHALL
XFFIU B Is AR R SR ITRE, AR EIME AU A RCRAR T X AN BE R 24 Ja BT 5% 24 k) FIU
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[58] bearer shares: Nid 4 [ 22

[59] facilitate[fESsliteit] 4 T, 1T

[60] expresstrusts: TTHI{EHE

[61] settlor, trustee and beneficiaries ZEHE N, ZFC AR EE A
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[63] the 1990 Council of Europe Convention on Laundering, Search, Seizure and Confiscation
of the Proceeds from Crime:1990 4= Wil 2z i 2 (Ve A, A EAMBBOUT R R A L)

[64] the 2002 Inter-American Convention against Terrorism: 2002 SE € [ Ry 3= LA Z))
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[67] terminology[ 7tE:mi5nCIEdVi] Aif
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